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Free-Software ALERT

A new software contrivance was discussed at the Build-or-Buy SIG on Wednesday, January 22. Previously, when free software was offered, one was frequently referred directly to the programmer's website. In more recent times, one would notice that the desired software was accompanied by boxes to select additional software to download and install. At least you had a chance not to download the add-ons. 
Then came the "installers." Here you couldn’t directly access the desired software, but had to be subjected to advertisements and also other software you were virtually trapped into downloading in order to get to the free software that you wanted. CNET is infamous for this. Some of this unwanted software is almost as bad as viruses, Trojans, and worms. The most common "additives" include taskbars, driver updates, and performance improvers. It can be extremely pervasive.  
Joe Whinery, a Co-Chair of the Build or Buy SIG, along with Gill Boyd, discussed a process to counter this:

1. Always check the download order to uncheck any unwanted software. Look for "boxes."

2. To install, select Custom instead of "Default" or "Automatic" or "Recommended" when downloading, so you can select what is to be downloaded. 
3. Read each screen of the install operation. 
4. Look for a "Decline" option (which may appear to be grayed out, but is functional).  
5. Decline these options.        

6. When the download is complete, Install, but DO NOT RUN the downloaded software, instead: Go to Control Panel, then Add/Remove Programs (Programs and Features in Win7 and 8).  

7. Then SORT by date.

8. Examine the listing for the software that you WANTED. If there is anything else with the same date/time that you did not intentionally install, delete it.

Now you can safely run your desired program. This may seem like a chore but it is much easier than trying to undo something that infiltrated your machine.
